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Abstract

Survivability is a critical network design issue for opti-
cal networks since even a single failure for a short duration
may result in huge data loss due to the large capacity of
optical fibers. However, few studies have been done on this
issue for optical burst switching (OBS) networks. In this pa-
per, we extend our early work on the fast restoration tech-
nique for OBS networks and present a novel fast restoration
mechanism based on distributed deflection routing. Com-
pared to other survivability schemes, the proposed mecha-
nism has the advantage of fast and low-overhead fault man-
agement process and demonstrates excellent burst blocking
performance by balancing the deflected traffic load during
the restoration process.

1 Introduction

Internet traffic is growing very fast and demanding more
bandwidth and better bandwidth utilization. The bursty na-
ture of Internet traffic has shifted recent research focus from
optical circuit switching to optical packet switching (OPS)
and optical burst switching (OBS) that feature fast service
provisioning and efficient bandwidth usage [4]. OBS is usu-
ally viewed as a technique bridging optical circuit switching
and optical packet switching. Since the implementation of
the techniques for buffering and header processing in op-
tical domains is still premature, OBS protocols were de-
signed to avoid optical buffering and perform fast setup of
the end-to-end data lightpath using out-of-band header pro-
cessing. One representative protocol for OBS networks is
the Just-In-Time (JIT) signaling protocol. Supporting vari-
able payload size and designed for unslotted OBS switches,
JIT requires no synchronization at the switches [6]. The
bufferless mesh optical network under the control of the JIT
signaling protocol is referred as the JIT network in this pa-
per.

�
The work was done when the author was with MCNC-RDI

While the majority of the previous studies have been fo-
cused on resource reservation and scheduling, burstifica-
tion, and performance analysis [5], few studies have been
done on the survivability issue for OBS networks. Network
survivability is a critical design issue for all types of optical
networks since even a single failure such as a fiber cut or an
interface card malfunction for a short duration may result in
huge data loss due to the large capacity of optical channels.
Unfortunately, the probability of such kind of failures is not
low. FCC statistics show that metro networks annually ex-
perience 13 cuts for every 1000 miles of fiber, and long-haul
networks experience 3 cuts for 1000 miles fiber. Even the
lower rate for long-haul implies a cable cut every 4 days on
average in a network with 30000 route-miles of fiber [1].

The techniques used for network survivability can be
broadly classified into two categories: preplanned protec-
tion and dynamic restoration [2]. Compared to protec-
tion, restoration has more efficient resource utilization, but
typically takes more time. Another advantage of dynamic
restoration is the better scalability in term of the fault man-
agement overheads, as backup connections for the disrupted
services need only to be discovered and maintained after
the network failure(s). However, dynamic restoration re-
quires long restoration time and does not guarantee the re-
establishment of the disrupted services, since the backup
resources may not be available at the time that a failure
happens. Therefore, protection is often used for the pre-
mier long-term service connections in circuit-switched or
connection-oriented data networks. Existing restoration
mechanisms also focus on the recovery of disrupted existing
connections in the circuit-switched or connection-oriented
data networks. As to the connectionless networks, such as
IP networks, the restoration is achieved by dynamic routing
through global routing table update upon a network failure,
where all new incoming connections whose initial routes
traverse the failure will be dropped before this slow restora-
tion process (up to minutes in the worst case) is completed.

For the JIT-based OBS networks we are looking at, ser-
vice routes are discovered at every involved node by the
hop-by-hop forwarding table lookup. It is almost impossi-
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ble for a node to maintain the path (or path segment) in-
formation and pre-reserve spare resources for a connection
requirement. Therefore, fast restoration is a better choice
for the fault management of OBS networks.

[9] presented a brief operation and maintenance frame-
work for OBS networks. [8] studied a simple deflection
routing scheme to achieve fault tolerance upon link fail-
ures for OBS networks. In [7], a 1+1 protection scheme
was studied for OBS networks. However, this study was
only concerned with the special long duration OBS sessions
whose primary and backup paths are decided prior to actual
burst transmission. Therefore only premium traffic, com-
prising a small fraction of the total load in an OBS network,
would be afforded this type of protection.

The dominant traffic in a JIT network is short-term opti-
cal bursts that are set up by dynamic route discovery using
the hop-by-hop forwarding table lookup at the intermediate
nodes. The need for the minimization of restoration time
in JIT networks is emphasized by the following facts: (1)
restoration of the existing short-term connections may be
meaningless because their duration may be shorter than the
restoration time; (2) restoration through the global forward-
ing table update, although providing an optimal routing so-
lution after the network failure, is too slow to prevent the
heavy data loss under heavy traffic conditions. Fast restora-
tion mechanisms must be in place so that the data loss can
be minimized before the global forwarding table update is
complete.

In this paper, we focus on the fast restoration mechanism
for JIT-based OBS networks where short bursts are dom-
inant. The proposed deflection-based restoration schemes
are designed with the following objectives: (1) the restora-
tion process is fast such that interrupted services can be re-
stored in short time; (2) the overall burst loss during the
failure and restoration is as low as possible with the limited
network capacity; (3) the fault management overhead is low
in terms of extra control message exchange and process-
ing. We also show that optimization of the overall network
blocking performance is achieved by balancing the traffic
load during the restoration process in order to alleviate dete-
riorated network congestion due to the network failure. This
work is an extension to our early work on this topic [10].

The paper is organized as follows. A fault management
framework for JIT networks is presented in Section 2. A
fast restoration mechanism based on deflection routing is
discussed in Section 3. Results from a comprehensive simu-
lation study are presented in Section 4. Section 5 concludes
the paper.

2 Fault management framework for JIT net-
works

In JIT networks, the basic routing mechanism is much
like that of IP networks, in which every OBS node main-
tains a local forwarding table. The entries in the forwarding
table contain the next hop information for bursts per desti-
nation and per FEC (Forward Equivalent Class). OBS nodes
forward the incoming burst control packets and set up the
connections by looking up the next-hop information in their
forwarding tables. We simply use burst forwarding or burst
routing to represent this connection setup process.

Routing in JIT networks relies on a link state protocol
similar to OSPF. Each node collects link state information
for all its adjacent nodes periodically and reports the infor-
mation to the routing entity in the network. The routing
entity then calculates a new set of routes between every pair
of OBS nodes and updates the forwarding tables in the OBS
nodes. In the centralized case, there is a Routing Decision
Node (RDN) in the network that performs the routing func-
tionality for the entire network. In the case of distributed
routing, there is no such RDN. All nodes flood to and re-
ceive from every other node with the link state information.
Each node will compute the routes to other nodes and up-
date the forwarding table locally. Therefore, all the OBS
nodes in the network comprise the routing entity.

However, in this paper, whether the routing is central-
ized or distributed is irrelevant to our proposed fast restora-
tion mechanism. For the purpose of better illustration, we
assume centralized routing in this paper. Burst forwarding
decisions are made at OBS nodes locally, based on the for-
warding table given by the RDN. All OBS nodes report their
link state information to the RDN periodically or by inter-
rupt in abnormal cases. In addition, nodes may also ex-
change fault information with their adjacent nodes (neigh-
bors) within the control plane.

The routing algorithm implemented at the RDN is based
on the 2-shortest-path algorithm to support alternative rout-
ing. For every pair of OBS nodes in the network, two dis-
joint routes with the shortest overall length are computed,
one as the primary route and another as the alternative route.
Therefore, the resulting forwarding table at an OBS node
contains 2 next-hop entries per destination or FEC. The
route for a particular burst is discovered based on a hop-by-
hop paradigm. For any end-to-end burst connection, a node
along its route is only aware of the primary and alternative
next hops for this burst given by the RDN.

We only consider the single link failure scenario in this
paper. We also assume the control plane is independent of
the burst data plane and is ������� reliable. The fault manage-
ment for OBS networks contains three steps: fault detection
and localization, fault notification, and service restoration.

Upon detection of a link failure, a fault notification mes-
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sage is sent to the RDN for routing re-computation and then
the RDN advises all the nodes to update their forwarding
tables accordingly. This is actually a default service restora-
tion mechanism as the new routes will work around the
faulty link. However, this global forwarding table update
process could be very slow (from several seconds up to a
few minutes) according to the experience from current IP
networks. The slow restoration process may result in an in-
tolerably large amount of burst loss because all bursts that
are supposed to traverse the failed link will be discarded if
no special action is taken during the update process. There-
fore, we have to implement efficient fast restoration tech-
niques complementary to the global forwarding table update
to reduce the overall burst loss.

Since the JIT network is a loss network, a feasible
restoration mechanism needs to make efficient use of spare
network resources in order to minimize the burst blocking
probability. Our study shows that two types of burst block-
ing contribute to the overall burst blocking performance: (1)
restoration blocking, which is the burst blocking during the
fault detection and notification periods; (2) increased con-
gestion blocking arising from the diverted traffic and the re-
duced network capacity that results from the failure. How-
ever, there may exist complex trade-offs between these two
types of blocking. A fast restoration scheme with shorter
fault notification time (thus smaller restoration blocking)
may incur larger congestion blocking, and vice versa. This
phenomenon will be showed latter when we present the
restoration schemes.

In the following section, we will present two basic
deflection-based fast restoration schemes that can be in-
tegrated into the JumpStart JIT signaling protocol [3],
with light management overhead and good blocking perfor-
mance. Furthermore, by defining a distribution ratio, � , we
generalize these two schemes to a general restoration mech-
anism, � distributed deflection restoration.

3 Fast restoration techniques for OBS net-
works

Figure 1 depicts an example OBS network with 8 OBS
nodes and a RDN. We assume node I is the ingress node
for a certain burst flow and node E is the respective egress
node. The links represented by solid lines are the physical
links connecting the OBS nodes (the links to RDN are rep-
resented by the dashed lines). The primary route from I to
E is
��� � �������	��
 . Assuming the link between its

headend node 2 and tailend node 3 is broken, links in the
same line style represents an alternative route decided by a
restoration scheme. As mentioned before, there is at least
one alternative next hop for every entry in the forwarding
table. This information enables the JIT network to set up
alternative routes to work around the faulty link.

EI

1 2 3

4 5 6

1 Forwarding table update

3 Distributed Deflection

Local deflection2

RDN

Figure 1. OBS fast restoration mechanisms

Before the faulty link is worked around, bursts will be
lost in the faulty link. After the successful restoration,
burst loss would still be higher than that under normal con-
ditions due to the reduced network capacity. While the
fault detection and processing time may normally be a con-
stant, the fault notification time makes the major difference
among different restoration schemes. Generally, we want it
is preferable that the node that makes the re-routing deci-
sion be close to the faulty link so that the fault notification
time is reduced. This also leads to light fault management
overhead as only a small amount of fault notification mes-
sage transmission is needed. In the list below, we present
two fast restoration schemes based on deflection routing in
which at most one-hop fault notification message transmis-
sion and processing are required. They are also illustrated
in Fig 3. For the purpose of comparison, we first describe
the default global routing update scheme.

� Scheme 0. Global routing update: When the head-
end 2 (or tailend 3) detects the link failure, it informs
the RDN via the control plane. The RDN conducts
the routing re-computation and updates the forwarding
tables for all nodes, and new bursts will subsequently
follow the new routes. For example, new bursts will
follow the route

����
�����������

. This so-

lution is optimal and the existing routing protocol can
handle it well. However, global routing table updating
is a slow process (in seconds or even minutes) due to
the long round trip time for the signal transmission and
processing between the OBS nodes and the routing en-
tity. As a result, a large amount of bursts will be lost
before the forwarding tables are updated.

� Scheme 1. Local deflection: This is similar to the tra-
ditional deflection routing usually seen in a congestion
resolution scheme. When the headend

�
detects the
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link failure, it will automatically pick up the alternative
next hop in the forwarding table for every new burst
whose next hop on its primary route passes the faulty
link. In the example, new bursts from

�
to



will fol-
low the alternative route

� � � � �	� ��� � � 
 .
This would be the fastest restoration scheme since new
bursts will be deflected to an alternative good link right
after the link failure is detected locally. Therefore, it
will incur the smallest restoration blocking. However,
because all the affected bursts are deflected to one al-
ternative path, this scheme would increase the conges-
tion blocking.

� Scheme 2. Distributed deflection: This is a novel
fast restoration scheme proposed in this paper. In this
scheme, the headend

�
will also send a different fault

notification message to all its adjacent nodes in addi-
tion to the one to the RDN. This fault notification mes-
sage contains the destination information for all the
primary routes passing the faulty link. After receiving
this message, each of the adjacent nodes will pick up
an alternative next hop for the affected bursts that are
heading to the faulty link according to their primary
route. In the example, bursts from

�
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will take the
new route

� � � � 
 � � � � � 
 . Compared
with the local deflection scheme, distributed deflection
has the potential to make the re-routed traffic more dis-
tributed instead of being totally deflected to one alter-
native path. In this way, less congestion and therefore
less burst loss may occur. However, this scheme re-
quires extra one-hop fault notification. One possible
problem is that, if the network traffic load is already
very heavy, distributed deflection may have a negative
impact as it may deteriorate the congestion condition
all over the network.

The actual algorithm is a combination of local deflec-
tion and adjacent deflection, i.e., the affected bursts are
deflected locally until the adjacent nodes receive the
fault notification. At that time the affected bursts will
be deflected distributively.

Above analysis clearly shows that the last two restora-
tion schemes will provide fast restoration as at most one-
hop fault notification message transmission/processing are
required and the alternative route is pre-computed before
any failures. Furthermore, they only add a small amount of
fault management overhead to the normal network opera-
tion (the alternative route information in both schemes and
the one-hop fault notification message transmission in the
distributed deflection).

One interesting observation from scheme 2 is that the
capacity of the links between the headend (node

�
) of the

faulty link and its adjacent nodes (node � ) will not be uti-
lized if all affected bursts are deflected at adjacent nodes.

Therefore, we define a distribution ratio, � , to determine
the portion of affected bursts that will be deflected at the
adjacent nodes. That is, after the adjacent nodes receive the
fault notification, � portion of affected bursts will be de-
flected distributively, and ( � � � ) portion of affected bursts
will be forwarded to the headend node of the faulty link to
be deflected locally. With a different value of � ��� ��� ��� ,
we have a different variance of the distributed restoration
scheme. When �
	 � , it is equivalent to scheme 1, lo-
cal deflection based restoration. When ��	 � , it becomes
scheme 2, the distributed deflection based restoration. We
use � distributed deflection to denote the generalized dis-
tributed deflection mechanism. We also note that using �
only introduces a tiny amount of management complexity
in the adjacent nodes. We expect that there exists an opti-
mal value of � that makes the affected bursts to be deflected
in a most balanced way such that the minimum burst loss
can be achieved.

4 Simulation Study

In this section, we present the results from a comprehen-
sive simulation study to illustrate and compare the perfor-
mance of the restoration schemes we discussed above. The
simulation is conducted on an NSF network (14 nodes, 21
links) under the JumpStart JIT signaling protocol [3].

We consider two types of burst loss (probability) in this
study. One is the burst loss (probability) for all the bursts in
the network (since deflected bursts may have negative im-
pacts on other bursts due to the increased congestion). An-
other is the loss (probability) of the affected bursts whose
primary routes pass the faulty link. We will refer to the for-
mer as the overall burst loss (probability) and the latter as
the local burst loss (probability). We are especially inter-
ested in the burst loss (probability) during the restoration
process, the time period between the link failure and the
global routing table update.

During the simulation, we let the most loaded link fail
after the simulation runs enough time at the steady state.
We also assume the RDN is the central node of the network
and is always working. The updated new burst routes will
replace the deflection routes after the RDN update messages
arrive at every node.

We assume all the physical links in the network to be
bi-directional and there are �
	 � � wavelengths per link
per direction. We also assume full wavelength conversion
capacity at every node. Two shortest alternative routes are
pre-computed for every pair of nodes with the shorter one
as the primary route.

We assume a Poisson burst arrival process for every OBS
node with an offered load of ��	 ������ , where � and �� are
the arrival rate and average burst duration time, respectively.
The traffic is uniformly distributed to every other OBS node
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as the destination.
All the results are the mean burst loss probability (de-

fined as the ratio of the number of lost bursts to the total
offered number of bursts) during the link failure. They are
obtained within the � � � confidence interval by using the
batch mean method. The fault detection time is set to � �����
and the RDN update time is fixed to

� ��� ��� .
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Figure 2. Overall burst loss probability vs.
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Figure 3. Local burst loss probability vs.
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Fig. 2 and Fig. 3 depict the overall and local burst loss
probability (y-axis) when ��	 ��� � during the three network
operational phases around a link failure. In the x-axis, phase
1 represents the normal phase when the link failure has not
occurred, phase 3 represents the phase after the global rout-
ing table update has been finished, and phase 2 represents

the time period in between. We observe that the burst loss
probability is very low for both phases 1 and 3, though it is
actually a little bit higher in phase 3 due to the reduction of
the network capacity. However, the loss probability could
increase significantly in phase 2. Relying only on the for-
warding table update would incur very high burst loss in this
phase. However, the loss probability only increases moder-
ately when the proposed fast restoration schemes are used
in this phase. For the overall burst loss depicted in Fig. 2,
among the three restoration schemes, the distributed deflec-
tion shows the best performance (almost no extra burst loss)
followed by the local deflection. Global routing update in-
curs the highest burst loss. Specifically, the improvements
from using the two fast restoration schemes over the global
forwarding table update are

� 
 � � � and
� ��� � � , respectively.

The performance improvement in this phase is more obvi-
ous for the affected bursts whose primary routes pass the
faulty link before the new forwarding table update. As de-
picted in Fig. 3, these bursts will be directly dropped with
no fast restoration schemes in place (the burst loss probabil-
ity is � � ��� for the global routing update scheme), but only
�
	�� � � and

� � � of the bursts are lost with distributed de-
flection and local deflection, respectively. We observe that
the distributed deflection achieves the least burst loss and
the local deflection also reduces the burst loss dramatically
over the global routing update.
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Figure 4. Overall burst loss probability with
different schemes vs. offered load �

Fig. 4 and Fig. 5 illustrate the overall and local burst loss
probability under different offered loads (different values of
� ) and different restoration schemes during the restoration
period (phase 2). We observe that applying the proposed
fast restoration schemes can dramatically reduce both over-
all and local burst loss. For example, at the load level of
0.1, the blocking probability of the global forwarding ta-
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Figure 5. Local burst loss probability with dif-
ferent schemes vs. offered load �

ble update is about 13 times higher than that of the dis-
tributed deflection, and 6 times higher than the local de-
flection. However, the improvement with these fast restora-
tion schemes tends to decrease as the load increases. For
example, at the load of 1.2, the improvements of the burst
blocking probability over the global routing update are only
	�� � � and � ��� � � for the distributed deflection and local de-
flection respectively. This is because the burst loss due to
normal network congestion begins to dominate in the over-
all burst loss as the load increases. This can be clearly seen
in Fig. 2, where we observe that the burst loss probability
during the first period and last period is already ����� 
 � (due
to normal network congestion) while the burst loss proba-
bility during the second period (phase 2) is just increased to
� 
 � � � for the global routing update, and ����� � � and ��� � � �
for the distributed deflection and local deflection, respec-
tively. This is also confirmed by Fig. 5 showing the local
burst loss probability under different loads, in which we ob-
serve that the local burst loss probability increases slowly
with the increment of load.

An interesting observation from Fig. 4 is that the dis-
tributed deflection achieves lower overall burst loss than
the local deflection when the traffic load is relatively light
( � � ����� ). But the local deflection starts to outperform
when the traffic load is getting higher. However, Fig. 5
shows that the local deflection always incurs higher local
burst loss, though the difference between these two schemes
gets smaller as the traffic load increases. These observations
actually suggest that distributed deflection may have a neg-
ative impact on the overall network blocking performance
under heavy network traffic, although it always achieves
smaller local burst loss.

To achieve minimal burst loss, we introduced a new con-
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cept, � distributed deflection in last section. This mecha-
nism helps the deflected traffic be more balanced during the
restoration process. Fig. 6 and Fig. 7 illustrate the simula-
tion results when � is given different values. We observe
that the overall burst loss shown in Fig. 6 is almost the same
for different values of � when the traffic is less than 1.0.
However, when the traffic load continues to increase, there
exists an optimal value of � , ������� for different loads. For ex-
ample, when � 	 � � � , ������� 	 � ; when � 	 � � � , ������� 	 ��� � ;
and when � 	 � � � � , ������� 	 ��� 	 . Accordingly, similar ob-
servations can be made for the local burst loss from Fig. 7.

Generally, when the traffic load is small or moderate, the
distributed deflection achieves the best burst blocking per-
formance. When the traffic load becomes heavy, an optimal
portion of bursts need to be locally deflected to achieve the
best blocking performance.

5 Conclusion

In this paper, we present a novel fast restoration mech-
anism based on the distributed deflection routing for OBS
networks. Through analyzing the burst loss performance
during the restoration process, the resulting restoration
schemes are designed with the advantages of (1) fast and
low-overhead fault management process and (2) optimal
overall burst blocking performance by balancing the de-
flected traffic during the restoration process. The compre-
hensive simulation study demonstrates the excellent perfor-
mance of the presented restoration mechanism. It is also
shown that there exists an optimum burst deflection distri-
bution to achieve the minimum overall burst loss probabil-
ity. How to decide this optimum deflection distribution in
an adaptive way according to the network load would be an
interesting topic that is worthy of further research.
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